The metamodel approach to designing IoT systems can be beneficial. The article discusses the varying level of uses and abstraction from starting at a high level and supporting different stages of the lifecycle to more detailed and granular designs. From that aspect, key strengths would include reusability and scalability as well as different model types used at varying stages of the design if requirements and analysis are clear at the start.

It does however introduce several drawbacks or perceived weaknesses. Mainly the fact that there is no published standard for metamodel design so may be challenging to adopt. Additionally, such an approach could lead to varying levels of complexity and risks of becoming redundant as designs and solutions become more agile in their delivery. Investing heavily in a detailed Metamodel could prove costly when a significant change occurs if trying to design too much upfront. The authors conclude that subjects such as security are not tackled. This is a prime example of how a critical aspect of design could be missed or not considered and therefore prove costly to refactor designs, especially with cloud-based IoT, disparate systems and authentication methods.
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